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1
Meeting topics
	Item
	Title
	UID
	Acronym

	1
	Agenda and meeting objectives
	
	

	2
	Main work areas
	
	

	2.1
	
Mission Critical security (Rel-16)
	800032
	MCXSec

	2.2
	
Security of the enhancement to the 5GC location services
	850017
	5G_eLCS

	2.3
	
Security Aspects of the 5G Service Based Architecture (Rel-16)
	850016
	5G_eSBA

	2.4
	
Authentication and key management for applications based on 3GPP credential in 
5G 
(Rel-16)
	800036
	AKMA

	2.5
	
Evolution of Cellular IoT security for the 5G System (Rel-16)
	850014
	5G_CIoT

	2.6
	
Security of the Wireless and Wireline Convergence for the 5G system 
architecture (Rel-16)
	850015
	5WWC

	2.7
	
Security aspects of Enhancement of Network Slicing (Rel-16)
	850022
	eNS_SEC

	2.8
	
Security for NR Integrated Access and Backhaul (Rel-16)
	850020
	NR_IAB

	2.9
	
Security aspects of SEAL (Rel-16)
	850019
	SEAL

	2.10
	
Security Aspects of 3GPP support for Advanced V2X Services (Rel-16)
	860014
	eV2XARC

	2.11
	
Study on User Plane Integrity Protection (Rel-16)
	820006
	FS_UP_IP_Sec


Meeting objectives

· Rel-16 exceptions
· Progress work on FS_UP_IP_Sec in particular for option 2
